TEHRMA App ARERAE
V1.5

TEBRAERHE
TERE 11349 A



ITEIER App AR E RRIIR AL E

B #A ATEIER App A AR B BRI
KB 104 54 A TEH R App AR F XM V1.0
KB 105 10 A ATEER App AR BT XM VLI
KB 107 5 8 A ATEER App AR BT XM V1.2
KB 108 9 A ATEER App AR BT XM VI3

RE 111414

TEIER App A AT M V14

RE 113 49 A

ATEIER App A AT R M s VIS




3.3.

3.4.

3.5.

3.6.

3.7.

3.8.

3.9.

3.10.

3.11.

3.12. —

3.13.

3.14.

3.15.

3.16.

3.17. 78
3.18.

#% 7% ( Password )

XHhER

TRFAE X

........

TEEAZXTEE ( Application STOTE ) ...ccovvevvieeeieeeeeeeeeeeeeveeeeee s

AR E A (Personal DAta ) .....c.ocveveeeeeieeieeiceiceeeeeeeeeeee e
FURPEZ HE ( Sensitive DAta ) ..ooveeeeeeeeeeeeeee et
( Transaction RESOUICE ) ....ccooivvivvivviiiieieeceeeee e
R 5 04k ( Transaction ReCOTd ) ....oovovvieviieiceiieieieieeceeeceeeeeeeee e
( Pre-authorization Transaction ) .........ccccoceevvveeeveerieevenrenene,

R 3%k 7 %5 ( Session Identification, Session ID ) ....oocooovevieieiecieeieeeeeane

JWT ( JSON WED TOKEN ) oot

A WA g 42 %) ( Biometric Authentication ) ......oc.oeeevveveveeveeeeenennee.

— &M% 55 ( One Time Password, OTP ) ..ocoooveoviiiieeeeeeeeeeeeeeeeeen

AV AR BB 7B 35 (Server CertifiCate ) .ovooivivieeeeeeeeeee et

B (Certification AUthOTIty ) ..ovovevieveeieieecieeeceeeeeeeeeeee e

ZEARZXAE ( Malicious Code ) ..voouieeeeeeei et e,

493444 % ( Phishing )

fil 3% 2k 8% ( Spyware )

J 488 ( Botnet ) ..

.................................................................................

..................................................................................

.................................................................................



3.19.

3.20.

3.21.

3.22.

3.23.

3.24.

3.25. 4

3.26.

3.27.

3.28.

3.29.

3.30.

3.31.

3.32.

3.33.

3.34.

3.35.

3.36.

3.37.

3.38.
3.39.

3.40. %

o

T #&

% ( Downloader

) ...............................................................................

B A RFE (Vulnerability ) ...ooocooievevieeeeeieeeeeeeeeeeeeeeee e

2 3 B % % (Screen Overlay Attack ) ..ooooveeveeeeveieeieceeeceeeeeeeed

ok X, & ( Library ) ....

...................................................................................

EATLE ((Code INJECHON ) woveeevieieeceeeeeeeeeeeeee e,

TEEE A&

TERER

( Mobile Operating SyStem ) .........c.cccevevereveeeereeereeeerennes

. ( MODILE RESOUICE ) .o

TEHEAAZKXNIEEH (In-Application Update ) ....cocoovevevvveveeereeenne,

F At

=4

% ( Emulator ) .

USB 124 &, ( USB

...................................................................................

Debugging Mode ) .....covveveeveeeeieeeceeeeeeeeeeveeennen,

AR R, ( DEDUZMOUE ) oovvvieeeeieeeeeeeeeeeeee e,

¥ R,55 25 92388 ( Common Vulnerabilities and Exposures ) ....................

% R A3 B IR

( Common Weakness Enumeration ) ..........cccceeveeveeuvennene..

B 4032 2 MR R ( Known Vulnerabilities ) ......ocoocvevveeveeeieieieeeeeeeeeeeane,

G A2 A ( AUhEntiCation ) ...ooveveveeeeeeeeeeeeeeeeeee et

Chacha20 Ao % 3% B &

e
ES S LT

1% ] dh &% A 2 U

bﬁP

41“%

i %

5

e
T IH S

P
7

%
3

\E‘}

...................................................................................

L% ( Advanced Encryption Standard ) .........c.ocecoeveveevenennne.

( Triple Data Encryption Standard ) .......................

( Elliptic Curve Cryptography ) .......cccccecevevevenenene.

B yr ((Certificate PINNING ) cooovoveeveeeeeieeeceeeeceeeeeeeeeeeeeee e
% (Hash ) ............

% ( Obfuscation )

7

...................................................................................

...................................................................................

il



341, Ao3R (PACKING ) wovvovieeeeieeeeeeeeeeeeeee et 8

3.42. f& P #CRHE B R ( Using Sensitive Data ) ....veveeeeceeececececeeeeeeeeeeae, 8
343, BEEFER (LOZGFIIE ) oo, 8
344, A% B 3E ( SYSEMLOZS ) cooeeeveeieeeceeeceeeeeeee e 8
3.45. # B AL ((Device Identifier ) .oooveieeeeeeeeeeeeeeeeeeeeeeee e 8
3.46. TCAR4% £ (Cache Files or Temporary Files) ......c.ccoocoevevivveieveieeeeeenerenne 8
3.47. % & #% ( Configuration File ) ....cocooivveviiieiieeecceeeeeeeeeeee e 8
3.48. K32 i :@1% ( Inter-Process Communication ) ......cccooeveeeeveeeeveeeeeinesneenns 9
3.49. #AE ( BICOE ) oveeeeeeeeeeeeeeeee et 9
3.50. ARAE ( DECOAE ) oottt 9
3.51. B ER (PAYLOAd ) woveoeeeeeeieeeeeeeeeeeeeee s 9
3.52. BEHEM B K ( Collecting Sensitive Data ) .......occovevveveevereeveeereeerenne 9
3.53. £EAFHURCHE B ( Storing Sensitive Data ) .....o.ceeveeeevieveiieieeeeeeeeeee 9
3.54. i@ F BRI % # ( Common Vulnerability Scoring System ) ................ 9
3.55. A AL# E A & K (Secure Random Number Generator) .......................... 9
3.56. A 43R (Secure Domain)..........ccoeuviiiiieiiiieeeiee et 9
3.57. 4w & A, (Secure Encryption Function)..........cceeevveiieieiienieeieenienen, 9
3.58. % # &A1 % %6 (System Credentials Storage Facilities)...................... 10
3.59. App t1#245% X (App Switching Mode ) .....ccooveveviveieieeeeeeeeeeeeeeenes 10
B AT TE R oottt 11
. TE AR B ML EMERETIE (e, 11
411, ATENIE AL RIEAT B0 R oo 11

iii



4.1.2. BURME B HRFFETE oo 11

413, B ) BRI B B e 13

414 THRARKMERZ G &S  BHEAEREERE 14

415 ATEE AR R A A oo 14

42, FIR B3 B ML DM E R FIH oo, 15
4.2 0. A R B I B D B I et 16

4.2.2. BB AR BEIEZE I e 16

S AT BB A R R D B oot 17
0. B oottt 18
Open Web Application Security Project (OWASP) ......oovvviiiiiiiiieeeeeeeee, 18
B ettt ettt a et e et eete e aeebeerteeae e reenre e, 18

2 L PRSPPI 18
N ettt ettt e e b et e e be e tte e bt e tbe e beeataeenbe e taeeabeeetteebeentteerbeenraeannes 19

B R A ettt ettt et e b e e aa e b e e et e e b e e ataeebeeetaeenbeenaaeenreenns 19

P T2 ettt ettt e e ta e teeae et et e e te e teereeareens 19
Mek— " B ERFRAASEARBEERR e 20
Mk — > BT B R F RS E AR oo 23

v



THEERROEACAEZREBRALF P RT REL%EH - EHTH
& /A #2 X, ( Mobile Application, App ) JEE M & » He3R 5478 B A App 4%
HREZBERER > BERERFEAIARMBBRZEAR - @FFTEAH(K
111 F AR E ¥EAB)RIFERR 103 £ 6 A 24 BB HRBEE
BBREGIME 26 REBGHRAR > AR THER App AABT RN
$ ( AT AEAME -

Eib o BB T EE(RE 111 S8 E RSB E ¥EE2 AL HME %
ABRILRECHRERANETRABREZRIIMA A 2BBRSAEME R
HEIER] > AT RIS T/ - NRBBISCEIEE  SOMTERERE
BAKB &% 3 oI AT $H AR BRERER - 1 A%GEE
BHE > ARAARKZITE  BERMBAHER App 8 THBE L% - A
MENERE 107 £ 8 AB3TE2 VI2 > RER 108 £ 9 A 2 #5374 T 78R
FAApp ARATRMH VI3 | RAIIIF1 AdsTEMLEARTEM
BHAETTATEEA App AARTRMAKE V14, ERRE 13 £ 7 Ad st
TEMNGAHPATER - RIS T ATHEA App ARTEAE VLS (1T
BARE ) URABATHRARIZ LM -

AREAABIEBFIMERE » ERZBHENRABRBRITEH:ER App AARR
BIHEAES > BT BRI EARRETRME B ORI EBHRE - &
BEATEER App B H BALE RNZ LM LR FTEB S App B2 ks
j] o

AR T AT REARKEA Y ) T BEEERRE ) TRH5ER
EERE > T AHRERARKERF G 5N ARG RS ) T TR
RRABELE | TFAREMEEETE R FARSMESHRA  FLEEBRRE T
MEERMER > STHEMA App HEHTLF A 0 8 ERAHBEZITE
JER App e &mE - WEBEERAEXEHREEER TR AIETEHER Apphi
HHGEREERAH @ -



B E

A% i%ﬁ“ﬁﬁ?f]}ﬁﬁﬁfﬁii&ﬁ"ﬁﬁﬁ FEMZRAERHBERTNL
Ko O SFREMZBERNEAE

ki
AREEANESE AR 2T RERAZX 4‘%/1},@%;;&2%3@@%
i TAABZATEH AR » BRI EZARNE L EHBED
SEWMEEXEHMITEZ -
ARG A RAEAT

THRAARZXAEMEEZAKE R
C BEETT LB

A B AR

DR RARE RN K — BTV B R TR BRI B
@M AT RARXEEAE
CER o VIR LIk

5] hm 2Bk
BH LR AREMZ A

Bk MEBE -
fE o Blao B

AR > AR AR A R



RBREH

AERPIXRMAEELEZHAAFTHZIREHFTARIRESZH £
P AR SR R NEIERE
3.1. s7# A £ X ( Mobile Application )

R LTENFE FREBERAZERAEZR  AX PG
EERM App J°

32. 7R A2 X% E ( Application Store )
FERETEHEEGAEHITHRERAEZAETEE  TH HBEXFL5 540
¥ o

3.3. /8 A& # ( Personal Data )

BEZRTBEATHAEEL LT RZIAAAFREERME S X7 2% 1E
AZ B QEERRABARAZIESL HAFAD BRI PESL— %
I GERRIRAE ARG 4R BB KR HF CBE BB B AR
MEAE S RERE JUREATH  BME TR MBERL e FH o

3.4. B M E# ( Sensitive Data )

FRERAFZITAHARITHERALEZRAZEE  WTEHEERAEMBRBERENE
I BEERERZEN AP HBEABRLREHZFREENLE AN
AWER NP ERG  MZBENZARAHERAZERBEZE R
33 NEZRZBAANB R 2 » b 6,352 R FRA 55 /i\é’v} AWM BR @
35 SRE A% BPERIE GGG @Sk AR sk MUKk £ W
BRE S TERREERNSERAMBABRLZEN -

3.5. %% ( Password )

B RAEERARRA AR ERAEE > F B -

3.6. %X % & & ( Transaction Resource )
REBTHREARANFARESRR HTAHZBEE » QHERARNERE
BoEBRER(ASBHATR)  EHREOULSKRE)FEABEMEER -

3.7. % B 324 ( Transaction Record )



BEBTHRARAETR T BERXHAMZIEN 0o HHZ
XA RLME  XHEM X548 AT (Bl FAF TFL
)RR HKE (Bl RHEERRHT > RHEH )

3.8. ##2# %X % ( Pre-authorization Transaction )
HEREFAHERARAMARGER HBEB M BIFEBREFOIER
BS54 AT » X HEFBHIIT > MEBABRBFERALREE o tbizi
BHER T THATHR H 5% (o pATHAR s Bl E 4%k ) » BERE
AL > RO G Pxtasfine -

3.9. % 3% 3% %] 45 ( Session Identification, Session ID )

FEAE BRI > FEIRS TR XA AR R X )
IR G R AN BT R L EMERGES -

3.10. JWT ( JSON Web Token )

HE—FEHMAZE (RFC7519 ) i% 1% HMAC ~ RSA » ECDSA %% B k4T
HECBRTRAVNHERZEITE pRE R EER IWT @B RFEARSEZFE
RER » ZZIWT A%k BIEREREEFRERGOER

3.11. A5 % o-4&%) ( Biometric Authentication )

TR ELEBE G B E MBI EITE DRE - AMBEHMTALEIELR
dr s BRIR - AEALE o

3.12. —k# % 4#% ( One Time Password, OTP )

A RERAEERE B EE L RSB —ROEH A AERE
S4B o

313. AR BB/EFE (S
ERAZEREEN  RETEHERARAENFARS G 5 A B RS E
16 A °

3.14. B4 ( Certification Authority )

TR REZAM - AN

3.15. & &£ X% ( Malicious Code )

FBARBERAFREZIENLT  REEAFHS » QHEERBRNMEMTEA
BEHFUMBATAZRZAS -

erver Certificate )



3.16.

3.17.

3.18.

3.19.

3.20.

3.21.

3.22.

3.23.

3.24

48544 % ( Phishing )

BN BERAERZAMEAEFIAN M@ TAFTEREEA
A EIN BB ATH o

78 5. 498 ( Botnet )

A R ERXTULITEH K B4 6 EMF > fosB it s] £ ( Botmaster ) H
BigsToe  ERAERHER -

fil % #k2¥ ( Spyware )

HEERER G EEOHRE R F X B ERSIITAE R Bl &
FEHAF Btk BEA HEMEZENLE > B FLBBOFARS -
T# % ( Downloader )

bR S EFEERR 2B INApp P BRATHREBNE
ERAFMERAZTHEET -

F %2 %A ( Vulnerability )
BAHERARARE T XM EFAAITHREARZERNZAENRE
TEM S TTRAM@EERE o

2 % & & 2% ( Screen Overlay Attack )

AR ENERARAeETHEARA L E —BRE BT ERAE#KE
CEHEGNERESHFETRE -

& X, & ( Library )

R —EBARFESDBEEE @22 K REKX (Function ) atk
( Object ) W2 —#T » #3F i — /145 ( Binary code ) #2fitf2 X 33t &1
m e

A% ( Code Injection )

FBHEATEHERARZAKT R MBITER ETMAZIREEHE S » LIEEFR
W44 £ ( Command Injection ) & & ¥ & 455 % ( SQL Injection )

. 5785 ¥ % % ( Mobile Operating System )

AT EE L EEEE A% -



3.25.

3.26.

3.27.

3.28.

3.29.

3.30.

3.31.

3.32.

3.33.

78 % & E & ( Mobile Resource )

BT EERBZIEIIRS > LFERRAEE 48R~ £2LE - &4
W~ RE B RIIEAMLE o

T8 A 2 X W2 E 4 ( In-Application Update )
EREGHBEANTHRRARABEZEEZRA > BRE TN L ENITH
JER AN BERE

## % ( Emulator )

AT ARLMIETEHE EZRHE L BETHE EZHITERIR AR
EIRITEHEE LPUTAEHRAEZKX -

USB 4% X, ( USB Debugging Mode )

¥ /£ Android f7%) % ETEUH &) — 1B h e - T 3% Android fTE) % & ¥13E 4T

Android SDK &4 & BT830 - B &y A S @478 E M App K4 4418 USB
242 %] Android /78y £ B - 3B 8478 B A A2 X EATAEE SR o

144 X ( Debug Mode )

B REAATEHERAZXGHEENX - REAI AR TRATEHER
App B2 H3% 478 e A A2 B AT1A4E -

¥ R 545 A ( Common Vulnerabilities and Exposures )

fi# " CVE | » dAB R LB HREENE - S —HHUEBL
FRIRAT 2k —HLBHIR -

% R.55 552 ( Common Weakness Enumeration )

A4 " CWE | » £ BB L2 3REB IR Z 2R B » IEEA
ey F S # % MITRE g HE 2320055865 % - BB o A R RE R 2
)BT B SRR WAk - BARELTAR TAFE) Kok o

B 442 2M %A ( Known Vulnerabilities )

58 CVE 352 R A -

& »-4%] ( Authentication )

BB AT S R -



3.34.

3.35.

3.36.

3.37.

3.38.

3.39.

3.40.

Chacha20 Ao % B

F—HE AT EE > b AE4F 2 R Daniel J. Bernstein # 2008
B (B — 18 128 4y B v — 18 64 ety & (IV) A - it
A A — 18 256 4y F4eR ( Keystream ) 2R1% - #§ F487H A X IR 4T
XOR:EH -

% he % % B 3 ( Advanced Encryption Standard )

15 % FAZ R B A 22 1% ( National Institute of Standards and Technology,
NIST ) # 2001 %% % AES ( Advanced Encryption Standard ) /o % /& & %

X435 A FIPS PUB 197 422 » it 4 2002 FiE X, B i biZ & - AES 7T 14
3% 128 U E M & ( Data Block )+ 3t 4% 128 ~ 192 §2 256 {1 T4 48
& (Key Size )» 5% 42 » AES 89nft % &4 +1E A Loy =43 ( Round
Number )+ HEA=HA LS WEEEZAKRET -

= F &M mERE % ( Triple Data Encryption Standard )

- R ENEE A= E EH EAZE ( Triple Data Encryption

Standard )> R 3¥ 64 L LBy B &K -

% B wh & i 3 5% B 7% ( Elliptic Curve Cryptography )

B HEI NS B EE L EWEE ST R A kB RS
G B R A THE Y ER AL 1985 F£d Neal Koblitz v Victor
Miller 7745 I 3E i &) -

B4 ( Certificate Pinning )

EHRAREBERAGRNERRZAN > ARG ERLFTAARSE S
wAAT

%% ( Hash)

HE— P EAMTRBEE AT EE RO ERER @F AR ERE
HMEEAMER  RIRBEEEZALTHET A RAFHATRME -

s2% ( Obfuscation )

BHRATEHERARXEESE  ERDEDRERPATOE LT - 3% 5 5 0B 2R
2R e



3.41.

3.42.

3.43.

3.44.

3.45.

3.46.

3.47.

m# ( Packing )

AT AR RAEEETE > BATHRERARIAIUTIMN BITHE
QBT - B B98Pk BURE AR ) TARRMTEATATE E A A2 X8R 465 o
1£ A Bk EH# ( Using Sensitive Data )
HOTRARKXAG ARBLRE =T RITZRA -

A4 £ (Log File)
BEEATHREEAZERRZF B X2 A% REEERATRBHE
1% °

% # 8 3% ( System Logs )

WEEE A GRLsr ST R BEF R ANTEHEA App
P ETREEARER DAL AR AR K G Hek -

# B4 ( Device Identifier )

5B R R 2 vk — R B 0 3 B AT 8 & #3545 ( International
Mobile Equipment Identity, IMEI )+ 47 8 3% # 3% 5| % ( Mobile Equipment
Identifier, MEID )~ B 47 %) B P 3% %] %% ( International Mobile Subscriber
Identity, IMST )+ #4582 & 2%+ 3% %145 ( Integrated Circuit Card Identifier, ICCID )~
¥4 3% 17 B g ) ak ( Media Access Control Address, MAC Address ) %22 4
#%.3% %145 ( Android Identifier, Android ID ) » &% % % /& &3 % #%5 ( Android
Advertising ID, AID ) iOS IFAID ( Identifier for Advertisers Identifier, IFAID )
& Windows Phone Device ID -

T4k 4 % (Cache Files or Temporary Files)

BATHERERALE  E% BEAXBERAEASRELEMOEE &
TR ARG REGMR - ZEEFALTS AP ETHERRZFRN
ITRFO e R > Jo B 4G SR B © sboh o do MR K AE R R B B EA
AR R - RIAS T R A T IE TCARAS R

% Z # ( Configuration File )

A BERAEX AR E > MRS e R BRR
TR h R R -



3.48.

3.49.

3.50.

3.51.

3.52.

R ¥ i&1% ( Inter-Process Communication )

A48 " IPC | » RARARFZ a8k » AT RRRFZHETE?
R UEREFZTERG B -

%75 ( Encode )

BB RIBRAERERFTHNEE > EARBERTHTUE () BHRR
REAE

#2745 ( Decode )

16 0% S AH 12 B K AE R F MR ARR R BIE B F -

&1 % ( Payload )

BHE RERBABNEFHAKLERNXIEL

BESRMEEH ( Collecting Sensitive Data )

FEATE AR XBATATE K ENE SR FWMAZBURET R -

3.53. A 8R M E 4 ( Storing Sensitive Data )

3.54.

3.55.

3.56.

3.57.

BT REAREARME BN U ERXBEATEH L E LMW B TN -
@A BA % 4 # ( Common Vulnerability Scoring System )

45" CVSS | - R IT KRR Y B RITFy » AR B RAH#E R
%% B € & 7% ( National Infrastructure Advisory Council, NIAC ) - 3,
#h iy B E 4 e 483438 ( Forum of Incident Response and Security Teams,
FIRST ) # /& » BRI E 3 IRA X -

2283 & 4 &KX (Secure Random Number Generator)

42 5] A ANSI X9.17 ~ FIPS 140-3 ~ NIST SP 800-22 & SP 800-90A (CAVP
Testing: Random Number Generators) £ /0 H & — AR £ 2 fL# & 4 & K o

42 4483% (Secure Domain)

— f% B 4o 2 )\ 352 A48 1% 6,3 Facebook » Google 2, Twitter e

22 m%E &R (Secure Encryption Function)

# 4 FIPS 140-3 SP800-140C Fr 7| B2 B & X, » A2 L A =& Fokho



3.58. % #1834 5% 5 (System Credentials Storage Facilities)

BATOF ¥ A RIRBATE B A App BEE BATE R BER A X AN AR P
B R E B LM Z IR » 4w Keystore (Android) » Keychain (i0S) & H &
SRR o

3.59. App t13e# X, ( App Switching Mode )

AT EE (B EFHRRTPFRER ) 93UTHEX PR ET
FIBFTAE S EE A4 - i0S ¥4 % App #7145 ( App Switcher ) » Android
AT mEtmm ALK k-

10



4. B &R
4.1. THRARBRKXERLLHITERER

AGHH R BGZITHREARKXRETERMER ¥V aFEEK
me: A RERARKEARY ) > THABRENMRE , 2 TXHE
RiEERE > "TAHEARKERE S BN BHEARKETERLY
BT irsRARAERE | -

4.1.1. fTE B A A2 R A5 5

AEe ERARNEAATHRAZX M A AL ER - QR
EHAPAERRE -

4.1.1.1. f78 B A A2 XA
TEERRXERTEERRZITHERARZATEEH

TE AR BN BRI ARGFRZIMREER  THEEETRA
L2 BRI -

TEHRAEABNBEEMAEGRETHE BRAEZEXTRAEGE)IRERH
WATEE B E R sk -

4112 T8 R AN EH

|}

TERRAEXBNTRERRZATH AR T EEH ZH -
T8y e A A2 X EIRAE B AITHA o
THREARZIENREEENEFGEHNE -
4.113. T8 ERAAZ AR 2R AA TR
ITEER App HEH BRRHEHHR R DM AEZ FE o
TEER App A E R E SN B AL R E -
4.1.2. BURMHE B FARHE

AmE ELBANBREERLBEATHIAEZ BT RR 2R EK
CHEBARMEERRE AR #F 6 > FZEAMHRE -

11



4.1.2.1.

4.1.2.2.

4.1.2.3.

SR B R RE
THRARZXEAREMREBERAT  BAFERAERE

TEERAREXEREER EER L ERREE A -
R B R A
TE R AZ X EME BRI B R AT > BUFER LR E -

T AR EREER LR A SRR A -
ITERRAR XK ERERE > BEHREFEAZ X TBRAIEZFERE o
Ty ME A A2 X EIRERAE A 5 A B e S
SR B R A
T E R A2 R RN AT ORI B AT » BUF R Z R & -
T8y e A A2 X EARARAE A H B R T RURME B A A -

T AR X R T RERNAE R FHZ AR -

ATEE R A2 R B 70 B B ROB 1R A SRR M BORHMEBE AR TOARAE B R B
EHEF -

THRMAAZXER LHFHRET AN TRIERRBEIRET -

BEEEMNEHAATEARZ e REAMERL L  BITMERE
AT -

HEMEHBEEN L2 4% EBE - up LEERAZX LE
WA ZAFER o

R MR Bk RE 8t ot BONT ) R R R K 2 A2 KA o
TEHRARXAIFERE EH BT E MM EEHLETHER L
e AR EAABATRI BTN EAFEERIE2EFHRMEE
HHETEN BB 06

T8 e R A2 B E A & B ABIURR M TR B IS S AR G PR B R B B

12



AT e A2 KRB 4,78 IPC #4383 R AR M B ok
ATE R AR K, P Y45 A R B R R R AR B R o
REEALNENER T REGATHREAZXGEAEE
170 08 A A2 K B3B8 % T AR A A8 ) 6 $HAE X o % 24k o
TH M2 X R LR AN A% B % -
4.1.24. AR RS

ﬁﬁ%%ﬁﬁ@k%%?}?"ﬁﬁ JeiE R EE LA RZ e EE Mg
BoRBATRASME -

4125 BREEMTF

THEENZREATEH A AZARM o FROREE R AT - BRATEA
HEE -

THREAZXERBEREERY) FHREE A -
THRARZX > FHURE BT R > & RIEZATEHEARZXFR
4.1.2.6. HURHE R R R
T8 FE A2 o 35 BRAEEAFAE A H BORME B R - JRIRBE A MR Z T fE
A413. R BRIETRZD
ABMEZEANRIGEREEZHHMENREBMER AR HER
ZAERRBIEEF
4.13.1. X 5 BiRAE A
ITERARXEMER R BRITEE) @B H0E A -
TH AR ERMERZIELERRH B RIMF -
ITEEARZXENR HMARTFEEBLER A
4132. R 5 BRIEE
T8 e A A2 XEE A X5 BRI EATIE R & & 548 5]

13



TEHRRAEABREERAR S BRI ) &6k -
TEHR AN RRMETERMER 5 208k -
414 78 R ERIEREG & MR IE RS

AEREZERANTEHREARR S 2E7  RELERLETEZAH E AL
AHEMER S ORHERE S ENBRBERERTIEKGF -

4.1.4.1. 15 R & & 5] It
TEERARRER B GG &K ERERE S o
TE e A2 X EARAE A B & i

4.1.4.2. i85 % 38 4 h
ey e A A2 X 8 Stk B A AR KR 45 o
T8y e A A2 X RAE SRR AR 35 1B XA M o
ATEN e AZ R EAE A IR B IR E A T RAEZ B EMAAT 55 -
TEREARAMOAREATTEHNE—3 -

415 TH AR KBREE

AEMEZBAMNMTH ARSI B E NS RZMER A
ZERABABREEMNLERA  THRERAETESRE s HXEIRAZE
wAE R HFMAREE  Am® 28R OWASP MASVS V7 2 & K -

4.1.5.1. %02 E A2 X A5 L8 f, B 22 R IR
TEREARAEE S SR BERXS -
ITEERRZXEE B RLDRA
THRAEZXEHHRRE LR ETHHE -

4152 T8 R AR T EM
TEER AR A AR R R SR R A

4.1.53. X EFARE

14



FEEREANIAZHRER BT BRHEXHEZEHIRKA » B3
FRFLBHALIATHREARZREHAZE -

4.1.5.4. 4% F & N Fss
TERRARAESHER ZNIANIEEZFE » BITRERE -
T E R A2 X EAR AR B E NS B By Ak ] o
4.1.5.5. Bk 8y fE 5 RE L

T8 e A A2 KB RUTENE ¥ A SRk B 2 T A # A% A (4w :Root
Jailbreak) i fR#E R EXIFH - A » BEFH@LERZRMAERRZ

£ o
THRRAZXETEGRAALSEFPAREARENAET A B H
B e

TEHRERARABRATHEEYREAERAGEIH T ERIESE -
TEERARERAALLZRE TR BEARBEHATEDEK -

BT RAZRGTHATIEELR R R BB R BT i K
FETPITHET EZORABEEAUAR BTN ERE B0 E vk > &
BF—ROFEIH AR HBREEZHRABAREHN -

T8 e A A2 X B A A2 X B A A H] -
TERERARXABRATATOPITIRIEL T ABEE S -
TH A ZXBERITE K EX T USBH4 )48 -
A7) & M A2 A& 18 4845 X (Debug Mode)sk 2 Bl B -

42. AR BB AR S EMERFER

ARGEELAHHTHRARKALCERBEEARATALEER ) WwiTHRE
ARATRABRBHZERLLER  BR D RS REHLA
BB ARALAHERDTHEIE, > REPNEFAREBRFZ BN

15



4.2.2.

IR > B = I AR B B o

A
ll)
P
=
o
‘Qf
m
%
Ty
e

IR By X2 RE AR ER BIRT A L5 - TR BIR ¥R
&

ZREBRA SN BRAEHBGERYEDSHAR » AE L RHAE R
BB o

THRRABZABERZATEHREAFERAMREN N ERBZIERN G A
TEHREAEX > MIEERAEABRGFRZN @ ITHEM App MEH 5 2%
PR BB ENHEEIE - TEHERA TS FAREHAE AHEM R Web
Service FIIRE » Z&ELT WX LXFEME AT AL EAERAR
KAFBA 695525 - Bk » EFRRBHeIR A - £HBATEHER App HH
T M B R A B LB T A AT A -

4.2.2.1. Webview 2 2 # /8]

T8 B A2 KB AL A Webview 1 ash MR 35 AT A B IR H#H -
178 JE A A2 X Webview 2R AL - AT 4 2 H R IAT Z 2 MR -

16



5. 478 A 2 X5 HA

AEIERBAHZATHRARZAHNZE 2R A RRZER  AEHEHHER
FREATHERAZALERRSERFEETE Y > S AHAZHUAR— A
A A A
Ll: BB RE G nERNZAATHRRALZR -

L2: B A£G a2 a8 RAfER -
L3: AR GITAZATEREAAZRN -
F: BARAMERBRSZAAHERALNX » A/wREB -

HHEEBE—THREARAIE  TREFLE AR ERFRAZ R
EL T RERARARSSEME T BT ATRREBMMERFR I
B L B2 R E N > PARBIAZEAATRA - B THETHEARKS S
¥z AR F ERABELEZLEAM App Z S BB » T EHRBNES
e LRG> BB -

17



6. 2 &M

Open Web Application Security Project (OWASP)
[1] OWASP Mobile App Security Checklist v1.7.0

https://mas.owasp.org/checklists/

[2] OWASP Mobile Application Security Testing Guide (MASTG) v1.7.0
https://mas.owasp.org/MASTG/

[3] OWASP Mobile Application Security Verification Standard (MASVS) v2.0
https://mas.owasp.org/MASVS/

[4] Mobile Application Security Testing Initiative, Cloud Security Alliance (CSA)

https://www.csaapac.org/mast.html, 2016

[5] Vetting the Security of Mobile Applications, NIST Special Publication 800-163,
https://csrc.nist.gov/pubs/sp/800/163/r1/final, 2019

[6] Cryptographic Algorithm Validation Program (CAVP),
http://csrc.nist.gov/groups/STM/cavp/, NIST

[7] Cryptographic Module Validation Program (CMVP),
http://csrc.nist.gov/groups/STM/cmvp/, NIST

[8] Government Mobile and Wireless Security Baseline, Federal CIO Council,
https://s3.amazonaws.com/sitesusa/wp-
content/uploads/sites/1151/downloads/2013/05/Federal-Mobile-Security-
Baseline.pdf, 2013
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[9] Smartphone Secure Development Guidelines,

https://www.enisa.europa.eu/publications/smartphone-secure-development-
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[10]Security Guideline for using Smartphones and Tablets - Advantages for work
style innovation - [Version 1],

https://www.jssec.org/dl/guidelines2012Enew_v1.0.pdf, JSSEC, 2011
PRAR 2

[11] ISO/IEC 27001:2022 (Information security, cybersecurity and privacy protection

— Information security management systems — Requirements)
[12] ISO/TEC 20000: 2019 (Information technology - Service management)

[13]ISO/IEC 19790:2012 (Information technology - Security techniques - Security

requirements for cryptographic modules)

[14]ISO/TEC 15408: 2022 (Information security, cybersecurity and privacy

protection — Evaluation criteria for IT security)
[15] ISO/TEC 14598:2001 (Software engineering — Product evaluation)
[16] ISO/IEC TR 9126-4:2004 (Software engineering - Product quality)
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