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LERERE TR AR BRAZAR - E@FFTEHRERE 103 £ 6
A24 BAERBAFETRET2RE 26 REBeFAH > SR THHE
o App BARERE  (RTHARE) - <

MR BT B i R kT AppBE FT

FE8EERANBEAHCEZRABRALTF AT REEERE  L£85H
Je F & & (Mobile Application, App) /&€& & - /T8 ER App H#EE
BEEEEH RERERAZTNIBIMBRALEAR - @FFTEH(R
B 11l $3maRfimaE £ 2508 RERE 103 56 A 24 aﬁ@tr@a@;
FRESERE 26 REZHAH > HEIRE TITHEA App BAFEH
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3. BEBARAS B.REERRC
ATE PR EEA ISR SRR AR AEH THE R LS ATHFABEASFLIERAMTH2LAZH T AR REEAE -
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3.3. 8 A E# (Personal Data) <

BERE TAATHREE ) ERAZAMAFUARRMEST X MAHE ) : ‘ o .
A B BRI G KA« hA SR A AR sty BEEREARRREE ) FRRLAERALERMES RMA 0

3.3. 8 AE# (Personal Data) <

B RS A B R AT MK AR B AR. AT GHETRRAMAZEL HEFADBRAPEAK
BAE - ARE  REAA MBI MBRA - P g g HERCRRGR PR N RE AR BR LA
.o HEFF RERE  RFAABEFK - HBERL BETH P

A (PIF IR S )
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3.4 5B BT

3.4. M FH (Sensitive Data) «
HRERZTASITOERES 2 EE WAL ERAEMBRGENEL - HEIRSE 2 TN EPHEABALTHZER
BENRE - BERAMENRNNESG  HEEMLARAHERZEABET2E HRARIINEE2BAATH2t - £4
HERRIEFSES - 28 AN B -BE ST -FFENRNE - BiEss O -8 BM4g - 2L
EME -ASFEREESHNGEAMBAAERALZTH -
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3.0 B

3.5. #4748 (Password) <«

BB EREAERAAIAUBHNERES TXFAE - LA
BEHMEREES A FRBRRES  BRABRBBERFAES -«

4 3.5. %5 (Password ) <
kB EREERZAIAENNERAET S TZFAS -

12



3.6. & 5 & iR (Transaction Resource ) <

BERBFHEREX NIRRT BT ERRMBRUF LI

NEXTHEE AFEFLAE  FRABBRITRET (48BHK 54 % % &% (Transaction Resource ) )(_-
AR IARAUAERAXEXE * 81 A% Ao m%g%’%‘ﬁ@; BRSNS AREANMARSARSHAZAE  LELARRERE
8 QReode ThtA R 54085 L @BEE App NEEETERETT i e ]

WP BT ko sTH ST App M E0 % BB B ¢ % B IREH T EBRAT(ASBHIAR)  FRESRRB)EARMEEE - ¢
WAk BIRER BB HERBRE S HEE | 458 App RO §
fiE ~SRATHAR App R App REEEFTRAER A b2 ohie - BB

TEFFRROBBARFTATABERE G T &S RREFFERE -
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FTH3.0T 2 b sedk, 3.8 TE4RfER

3.7. % % 4% ( Transaction Record ) «

SERBITHERRERETR LN RERXHEMZEH > Q5K HHE -
XRM A XHER X B AE - XAHFR_ (Bl EAF BT X
B RRBIKE (Pl RHEARRBHFP ~ RPIA) -

3.8. fa## % % ( Pre-authorization Transaction )

HERAFAHRARAHAB IR H BTN > ERAREREORME
EE2EAQELT » RHFAHIIT > MBABRBIFERAZFRE © it
IAARERRTHATHR 5 % (Lo BlTHMAR BREHIKR) » BEAHE
THEFEE  BRH R B ATRIM AT -
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#3 3.10 JWT, 3.11 2 e > 8w, 3.12 - X %45

3.10. JWT ( JSON Web Token ) «
#E—#MAE R (RFC7519) 3% HMAC ~ RSA - ECDSA 555 k847
AT AFTANHERLEFSsRE ERALERIVTI ERARSEH
RER FHIWT AR AERERESFAHEESHTR . <

3.11. £ 44 5 4542 %) ( Biometric Authentication ) <
EEREEBESENLYBEET S 5E - £ AT aEE8 -
ohE - B BEFE - ¢

3.12. — k4 2% (One Time Password, OTP) ¢

BAAHERARERACHARELAREA —ROES > ARUMABERE
SRR -
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ATH 3,16 R4 a, 3017 78 Ry, 3.18 B f-gc#d, 3.19 T &

3.16. ¥93%44 #. (Phishing) <
EEAN 2 2 EEXTEABERLE M@ BEFEEEREEAN
AR RN REREATH - ¢

3.17. 2 2 4% (Botnet) ¢
HEEEEXTUAITHE T4 634 foi8 RiE %] 4 (botmaster ) HE ¥
ERTFE  ERERHER -

3.18. Faj3% $t82 (Spyware) ¢
HREERAEXSESPESEATORBETARFTATR AR g
FEHM4 -~ THELE  BHLEA -REMTFERS  E5FLBEROFARE -

3.19. F# £ (Downloader) ¢
EERRAEX S EFEERN EERINAPP ¢ AR THELHE
ERABERZTHEEF - ¢

-
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3.21. 5 & £ ¥ (Screen Overlay Attack ) «

R EREA A ERES L 82 —BRE REERAELHE
CEEONEREEFLTAT - ¢
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o 3,27 tigw ®E, 3.28 USB 45 5%, 3.29 1 4 5%

3.27. ## £ (Emulator) ¢
EATHIARCHFTHETZRE L  BBAHEETXHTER > AN
AFITHREELPITAHEAELR - ¢

4 3.28. USB {444 X, (USB Debugging Mode ) ¢

454 Android /7€)% ETELA 89— E3h4E » T Android 478 ¥ E H1E47
Android SDK &) TRSEATHEM BB FEHBEAEEHS USB 24 7|
Android /T X B » EHTHRAB KX BFHAMERAHK - ¢

3.29. {424 X (Debug Mode) «

BE-RAABRREXGMBER  REF O EBIE  FRMBEY
A8 B AL X AT 48 - ©
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FH 3.31 ¥ L33 E

3.31. % R #& ( Common Weakness Enumeration ) <

4 CWE 4 2EB L X2 ERELRRELTL2HMEL  hIEEH
M EMAAMITRE 8 SR BT R - TLEPBFARBFERET S
BB T  BFEERRHH - BT R BRARB T4 - ¢
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i 3.33 £ A

3.19. & #-42%] ( Authentication ) 3.33. & 4742 %] ( Authentication ) ¢
EH BB TR g p RS- FEHARAE /2 S %-‘Jﬁ%’f?“-l\ B e«

I
;‘J
ﬁ}
hoTe
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#7380 3. 34 ChaCha204r %7 & /2

3.34. ChaCha20 #u % % B ik«
e E R b4t B 42 F Daniel J. Bernstein # 2008 4
PES - B — 18 128 fi ey H i v — 18 64 ety inds & (IV) A% > it

£ R —18 256 ey % s (Keystream ) o #R1% » 0§ %5 4500 #1808 U B IR s 4T
XOR #HHE - «
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3.36 = F TR 4 B i

3.36. = ¥ F¥mEEFE (Triple Data Encryption Standard ) «
RSBk ko A = € S H e 2% (Triple Data Encryption Standard ) » B 32 64 fr 7.6y EH B - -
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3. 37 #FFIW 24 RiFE 2

3.22. 58 e 4 E %2 (Elliptic Curve Cryptography ) <

E-#ELLAHLASNTNELE  ANBESLF LR RS RS
i - BEOKRATHETER LA 1985 $d Neal Koblitz #= Victor
Miller %45 132 489 - ¢

3.37. #5[E sy 4 4w % & (Elliptic Curve Cryptography) «

AR OMAENEEE L AR SR L B RS S
B - BREYKATHEFER AL 1985 & Neal Koblitz F= Victor
Miller %] 4 L% Hi &y = <
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3.41. fudt (Packing) <

BHTHRAEXEHBETHE  ELATHREAEAPITH R RITRE
A BRI AL I BB FTHRERABGRHEE ¢
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i 3.44. sk kip & (System Logs)

3.44. % % 8 3 (System Logs) «

B F ARG ST - MR TEFay R ARKEEREE
RAER - AT AAB R M AR AR -
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A 3.48 RS T

3.48. ¥ i1 (Inter-Process Communication ) <

4% TIPC > R RF &42 5 2 M ah i@k » A RE 625 2 BT H
MR AFREFT TR BEY - <
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3.37. 2 8L3 & 4 & X, (Secure Random Number Generator)« 3.55. e 2 ALY A £ & X (Secure Random Number Generator)-
%4 %3] B ANSI X9.17 ~ FIPS 140-2 ~ NIST SP 800-22 14& SP 800-90A
(CAVP Testing: Random Number Generators) £V E & —EEE 2 S $F %
EH o€

%4 3.5] B ANSIX9.17| FIPS 140-3 ~NIST SP 800-22 % SP 800-90A (CAVP
Testing: Random Number Generators) £/ # & — 2 2 Gl & 4 & K, - ¢
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3.38. £ 4@ (Secure Domain)<
ﬁ.l @%ﬁﬁ‘ﬁ’?ﬁ EP AR RS k2 f:}%zﬁr%%ﬁ » — RS

3.56. %481 (Secure Domain)

L

— e 2 AN 2 i i Facebook. GooglesTwitter o

I B E £ F T B4 2 0Auth2. 02 fcit
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3.07 & 2+4v %3t

3.39. {E—"'i'ﬂﬂ' ﬁ efy it (SE‘U'IJI'E Eﬂﬂl'j?]:ltinﬂ Functinn}(-' 3.57. 22w % & X, (Secure Encryption Function)«

ﬁ% FIPS 14{}_2 A EI[]E-‘IA z ! ﬁ&ﬁ o & gi;‘-lis1:4_‘0'3SP800'140CFﬁ'f‘l%iﬁﬂfﬁq‘@i’c’jﬁﬂ.nﬁ:i‘fimiﬁﬁ'ﬂﬁﬂ
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12t 3.59. App *##-:% (App Switching Mode)

3.59. % # X, ( Multitasking Mode )

AT E s (BB FRETFRER ) OPTHRX - RPRAETR
FeErRESEEREN -

k

159. App # M X, _( App Switching Mode )

H—EATHEm (eHBEFRITARTE ) PSS AP EAE TR
FIEfAE 2 EMmAAa2RX - i0S + 454 App 1744 % ( App Switcher ) » Android
A TmhEaRBRAER Sk -
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4.1.1.3. FH Rt 278 % 2 R v R

4113 FHERES T2 MR
e E R App HE S EREERET M FME2 FE -
FEEREAER App HEZE @M e ARAT0E - -

i s I
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4.1.2.2. SR HEFALA

4.1.2.2. FRMEFHAI A
ATHERAEXERERSRME TR  BRFERERE -«
FEERAENERBERZELERERE TR -«
AHERAEA pERSFESEaNE EIHREFRZRAHAERYBHFETE -
TERAEAEREEFRASZTBRIEFBES -«

% T P IR
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4.1.2.3.10. FF e AR50 M- 4 T RUFTI R Y K/ S f KT AR

TE AR A SR T HEENTHRERRBEEEP -

BARTRERAGE LKL R RRE R E R BT ERE
EVT R

BEMERBRANSHLARBELIER  UFLECBEARX AL
2 HER -

VSRS ) PR LS LEEET R R
AHEARANFRAE EH LT EBMREREHETEAL -

THRARABEGER 2 A QBRI RETH -

BE R -

TR BB Z AR RSO I > DARG 1k HoAh B A R
REHEZ AN -

R R R S Y B R AT B R AR X2 A KA

FTE) I A R JE 0 3 2B AT i S T DUy FE E B R A -

TEHE R R X8 %A IPC #4 F R AR LT R -
TE A A2 T AE A E & G B RBURE B -
THEBERELZAANBRER Y RBAEATHRRRZXGHRLETH -

) A kbR M E LR A

=\
\\ >
<4

e iR 7R

AR EAE AT -~ ERE BRI SR T RR IS
FHETF IR R B IS A T B it

A7 80 PR AE ORI o 5 A S IR G AR 1 BRI I B A
78 P A2 R i S FETPCAR ) R I Rt RS
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4.1.2.3. SR BEFTREES

4.1.2.3. grE bk Fatbagage
AEERESENHEFEAEESEE  RIEERAERE -«
TEEAEAERAERASEEETERAEETREF -
HEgEREABEEXISEEMEER EEANEEAEHAIAE -«
FEgEAENESFAHARET A REAMETHESN TSIEERGIEEF -
FEERAENER SRR TR TEIEERGRIEEF -«
HEAEMEREEAATI A S22 R ESmEEE L SBTWERBEMG -«
BEMEREETHEFELFANEZIES U LR EAE R ASRE TR -
BEAMERERELERNITHEAENZENSH -
AEERAESNIEAZ EIGETHEOHERGFEEIHETREARASE -
_ AT ERAEXEESEREEATENER - FRER W R mES S EHAMNE
FHEFF R IR AR TR T, - -
AHEERENEFERES SRS T AR R - -
TEERAAEXIER EA IPC #F FRBEREEM -
AEREAEATHERES OB £ R BESRMEEM -«
FEMmEENELRANEmERNFFTESAABEAESSEAEETH -
AsmERAEXES S FRARGOHENInE s - -
iEEREAER A RETHE RS A - o

FTH e P IE
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4.1.2. 4.

!

TR B 2

>

4124, BUAMTRAR

f# THAETHEE 2hAEE LI L2 L3 AHEREAR
"41241 FHRAEX S A@SAHHAHETH  RERBTEA K
22REEEMTELLEATEME -  HRALEREL "HE ) BE
SARMELHBEERTR ) FRAANGCARTNELHMERTH -«
4124 THREAENEBAREHHANT R BERETAAH2
LREEANE R ERITR DB

2

H

FRAT - FIOWASPR 5 @4 6

4124

- aut Ry

8 TEREHEL ) 24REB LI 1L213 FHEAELRN
M4.1.2.4. 1. AHERAKXEAABRRER  BEAEELARZA
BERESNEFELBTRANE - | RMERES "HE ) BHELA
FHELHBHERFR FAANSCATHE 2 RHERTE - BE
Mobile Application Security Testing Guide ( MASTG ) V1.7.0 » 2 i} 84 3 {&
AL E A - ©

41241 FHEAEZAEHNREHTH  EEARSTAAZZAEE
EfhE E BT mEe
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4.1.3. 1. =

579 18 3P 7F

L F R

4131 ZHFRER-
FHRABRABRRERZ S TR IS BNERS -«

AEERAEAEREERZELEARZHITRZIAEF - .
HEERAEAERTHURFIHELERE -«
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4.132. T HERIER
AHRERAEAENER L ) S RHETERAS Z &Y - o

FEHRAAARZEREERN L) TRIX ) FARETRLE

HEGERAEARRBRIZEL 2308k -«

S 2 ATH W iR T
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4.1.4.2. @& 24

579 18 3P 7F

4142, BGEEHE
THRAEAEBREERBER AR M2 L aisins - .
FHERRABRRAAREBEZ ALY -

T REAEXEEAFAREREATHEZAEREMESE -
HEBRERABEAMHO G BEMTZENNE—8 -
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4.1.5.1. PHFRELHIBEFELTAL 2RF

4151 BRESEABER EEAELRA
AORREXEBRELE EEEXS - .
HOREREX RSB EERNELBA - -
HeEREXRHHEEAEASARTIE -

579 18 3P 7F
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4.1.5.5. Bt A2 47% Bt

>
7

4.1.5.5. Fr ik ¥ 58 oA RO E B

)ﬁ.

FE8EREXERATHEE A2 54FERE LT H A (= Root ~ Jailbreak) R E R TR > wF - BEEHELERZ R
MERRAEN -

TEHEREARTIGRAALD S FRARZFUATHATR BRI EM -
THREREABRATSHREFATRERGE T T ARIER -
FHERBEXERAAZREFHRABUATHAFTRIEIH -«

BRUAHEABRNTRIARENRERENRARERA T N EIAETHARET EZWEXABEAUATHE ALY
BhoE fpdh o B BOBESHAFREFEABXBRIEH - -

TBRREARABASLERD -
HHERABEXBRANEANPTRERTHEERS -+
T EHBE XA RRITEEE R F HEL USB [Ragif K - ¢

A1% /& F 48 X B 74 {7 #2148 X (Debug mode)ix A B b - «

H e R
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4.2.2.1. Webviewz > # Bl
4.2.2. f IR B 3% 3 4R R

AHRRARAMBERZITHERAFERARSR  anERBEXIFRNTEH
T RAER  mIEEAFERAFRZNG - ATHEA App & 5 A
FRBmELOHREE - THRAFEAMRBmAT AR Web
Service IR » F & B E WX 2R EME AR eFARABABERARE
A RA B35 85 » BIL - £FIIR S0 % DA - IBITH R App B

ETHE KA B ERARY K #TRA ¢ |
4.2.2.1. Webview 22 4-#5 8]

TEHERAAEX LR Webview RESEFAMR B ETHERA T ARIHR -
AT %) e A 2 X4 Webview 2 3 Sh4E0F - FRIE4R 2 438 B PUT L2

PR TR NS -



[5] Vetting the Security of Mobile ApplicationsApp, NIST Special Publication 800-
163, http://dx.doi.org/10.6028/NIST.SP.800-163, 2019«

[5] Vetting the Security of Mobile Applications, NIST Special Publication 800-163,
https://csre.nist.gov/pubs/sp/800/163/r1/final, 2019«
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